
Anti-Money Laundering 
2022

Practical cross-border insights into anti-money laundering law

Fifth Edition

Contributing Editors:  

Stephanie L. Brooker & Joel M. Cohen
Gibson, Dunn & Crutcher LLP



Table of Contents

Q&A Chapters

1

9

Modernizing the United States Anti-Money Laundering Regime:  
The Anti-Money Laundering Act of 2020 and Actions Taken to Implement it to Date
Stephanie L. Brooker & M. Kendall Day, Gibson, Dunn & Crutcher LLP

Anti-Money Laundering and Cryptocurrency: Legislative Reform and Enforcement
Kevin Roberts, Duncan Grieve & Charlotte Glaser, Cadwalader, Wickersham & Taft LLP

16 The Global Crackdown on Money Laundering
Dr. Emanuel Ballo, Laura Ford, Katie Hausfeld & Maurice Burke, DLA Piper

61 Australia
King & Wood Mallesons: Kate Jackson-Maynes & 
Amelia Jamieson

71 Brazil
Joyce Roysen Advogados: Joyce Roysen &  
Veridiana Vianna

146 Ireland
Matheson: Joe Beashel & James O’Doherty

153 Isle of Man
DQ Advocates Limited: Kathryn Sharman &  
Sinead O’Connor

80 China
King & Wood Mallesons: Stanley Zhou & Yu Leimin

88 Colombia
Fabio Humar Abogados: Fabio Humar

95 Denmark
Nordic Legal: Stephan Normann Østergaard &  
Henrik Norsk Hoffmann

102 France
Bonifassi Avocats: Stéphane Bonifassi &  
Sinem Paksut

110 Germany
Herbert Smith Freehills LLP: Dr. Dirk Seiler &  
Enno Appel

118 Greece
Anagnostopoulos: Ilias G. Anagnostopoulos & 
Alexandros D. Tsagkalidis

160 Italy
Portolano Cavallo: Ilaria Curti & Gaia Accetta

166 Japan
Nakasaki & Sato Law Firm: Ryu Nakasaki &  
Kei Nakamura

173 Liechtenstein
Marxer & Partner Attorneys at Law: Laura Negele-
Vogt, Dr. Stefan Wenaweser & Dr. Sascha Brunner

182 Mexico
Galicia Abogados, S.C.: Humberto Pérez-Rocha 
Ituarte, Luciano Alfonso Jiménez Gómez & 
Stephanie Nicole Uberetagoyena Camacho

135 India
Cyril Amarchand Mangaldas: Cyril Shroff, Faraz Sagar, 
Pragati Sharma & Sara Sundaram

Expert Analysis Chapters

33 New Front Lines in AML Investigations
John Auerbach, Howard Master & Chris Urben, Nardello & Co.

29
Money Laundering Risk and AML Programmes for Non-Regulated Sectors
Brian T. Markley, Brockton B. Bosson & Jennifer W. Potts, Cahill Gordon & Reindel LLP

23 Freezing and Confiscating the Proceeds of Crime
Tracey Dovaston, Matthew Getz & James Newton, Pallas Partners LLP

38 Impacts of COVID-19 and the Increasing Use of Technology for Financial Institutions
Stella M. Mendes & Greg Moscow, FTI Consulting

55 AML and CFT Compliance in South Korea for Financial Institutions, Cryptocurrencies and NFTs
John JungKyum Kim & Hyun-il Hwang, Shin & Kim LLC

43 Anti-Money Laundering in the Asia-Pacific Region: An Overview of the International  
Law Enforcement and Regulatory Frameworks
Dennis Miralis & Phillip Gibson, Nyman Gibson Miralis

126 Hong Kong
King & Wood Mallesons: Urszula McCormack & 
Leonie Tear



205 Pakistan
S. U. Khan Associates Corporate & Legal Consultants: 
Saifullah Khan & Saeed Hasan Khan

212 Portugal
Morais Leitão, Galvão Teles, Soares da Silva & 
Associados: Tiago Geraldo & Teresa Sousa Nunes

221 Romania
Enache Pirtea & Associates: Simona Pirtea & 
Mădălin Enache

229 Singapore
Drew & Napier LLC: Gary Low & Terence Tan191 Netherlands

De Roos & Pen: Lisa van der Wal & Menco Rasterhoff

198 Nigeria
Threshing Fields Law: Frederick Festus Ntido 238 Switzerland

Kellerhals Carrard: Dr. Omar Abo Youssef &  
Lea Ruckstuhl

248 United Arab Emirates
BSA Ahmad Bin Hezeem & Associates LLP:  
Rima Mrad & Lily Eid

258 United Kingdom
White & Case LLP: Jonah Anderson

268 USA
Gibson, Dunn & Crutcher LLP: Joel M. Cohen &  
Linda Noonan



Anti-Money Laundering 2022

Chapter 27198

Nigeria

Threshing Fields Law Frederick Festus Ntido

N
igeria

© Published and reproduced with kind permission by Global Legal Group Ltd, London

1.5 Is there corporate criminal liability or only liability 
for natural persons?

There is both corporate criminal liability and liability for natural 
persons.

1.6 What are the maximum penalties applicable 
to individuals and legal entities convicted of money 
laundering?

The maximum penalties are a term of imprisonment of between 
seven to 14 years, a fine of at least 1 million Naira for individ-
uals and the prosecution of the principal officers of the corpo-
rate body and its winding up, or the winding up and forfeiture 
of assets and properties for legal persons.

1.7 What is the statute of limitations for money 
laundering crimes?

There is no statute of limitations for money laundering crimes 
in Nigeria.

1.8 Is enforcement only at national level? Are there 
parallel state or provincial criminal offences?

Enforcement is essentially at the national level, and there are no 
parallel state or provincial criminal offences. 

1.9 Are there related forfeiture/confiscation 
authorities? What property is subject to confiscation? 
Under what circumstances can there be confiscation 
against funds or property if there has been no criminal 
conviction, i.e., non-criminal confiscation or civil 
forfeiture?

The EFCC and the NDLEA request the Courts to order the forfei-
ture or confiscation of assets.  The Judiciary acts as the respon-
sible authority for confiscation or forfeiture of assets in Nigeria. 

All properties, whether tangible or intangible, that can 
directly or indirectly be linked to the crime can be subject to 
confiscation.

There is a procedure that allows for interim forfeiture or 
confiscation of funds or property, pending conclusion or deter-
mination of cases by the relevant Courts.  The procedure is 
mainly criminal in nature and seldom civil.

1 The Crime of Money Laundering and 
Criminal Enforcement 

1.1 What is the legal authority to prosecute money 
laundering at the national level?

The legal authority to prosecute money laundering at the national 
level is the Economic and Financial Crimes Commission (EFCC).

1.2 What must be proven by the government to 
establish money laundering as a criminal offence? What 
money laundering predicate offences are included? Is 
tax evasion a predicate offence for money laundering?

The government must prove the direct or indirect concealment, 
disguise, origin of, conversion or transfer, removal from the 
jurisdiction, acquisition, use, retention or taking possession or 
control of any fund or property, knowingly or which should be 
known to be the proceeds of a crime or criminal activity.

Any criminal activity would constitute a predicate offence, 
as the Money Laundering (Prohibition) (Amendment) Act 2011 
(Money Laundering Act) refers to illegal or criminal activity.

Since any criminal activity can serve as a predicate offence, the 
violation of tax and currency exchange laws in Nigeria amounts 
to a criminal act, and such violation would serve as a predicate 
offence.

1.3 Is there extraterritorial jurisdiction for the crime of 
money laundering? Is money laundering of the proceeds 
of foreign crimes punishable?

Yes, Nigeria’s money laundering laws have extraterritorial reach.  
The offence of money laundering has been extended to apply to 
natural or legal persons outside of Nigeria.  The relevant section 
is 15(2) of the Money Laundering Act.

The laundering of the proceeds of foreign crimes is also 
punishable in Nigeria.

1.4 Which government authorities are responsible for 
investigating and prosecuting money laundering criminal 
offences?

The EFCC, National Drug Law Enforcement Agency 
(NDLEA), Central Bank of Nigeria (CBN), Nigeria Police Force 
and Nigerian Customs Service are the responsible government 
authorities. 
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2.4 Are there requirements only at national level?

Yes, the requirements are essentially at national level. 

2.5 Which government agencies/competent authorities 
are responsible for examination for compliance and 
enforcement of anti-money laundering requirements? 
Are the criteria for examination publicly available?

The CBN, EFCC and the Special Control Unit against Money 
Laundering are responsible for examination for compliance and 
enforcement of AML requirements.

Yes, the criteria for examination are publicly available.

2.6 Is there a government Financial Intelligence Unit 
(“FIU”) responsible for analysing information reported 
by financial institutions and businesses subject to anti-
money laundering requirements?

Yes, there is a government FIU known as the Nigerian Financial 
Intelligence Unit (NFIU), which is responsible for analysing 
information reported by financial institutions and businesses 
subject to AML requirements.

2.7 What is the applicable statute of limitations for 
competent authorities to bring enforcement actions?

There is no statute of limitations for competent authorities to 
bring enforcement actions.

2.8 What are the maximum penalties for failure to 
comply with the regulatory/administrative anti-money 
laundering requirements and what failures are subject to 
the penalty provisions?

The maximum penalty for failure to comply with the regulatory/
administrative AML requirements is the imposition of mone-
tary fines.  Failures that are subject to penalty provisions include 
the following:
■	 a	non-financial	institution	failing	to	verify	the	identity	of	

a customer and submitting records of transactions within 
seven days of such transactions (section 5 of the Money 
Laundering Act);

■	 failure	to	report	transactions	in	excess	of	5	million	Naira	
for legal persons within the stipulated periods (section 10);

■	 destroying	or	removing	a	register	or	record	required	to	be	
kept under the Act (section 16b); and

■	 failure	to	report	an	international	transfer	of	funds	or	secu-
rities required to be reported under the Act (section 16e).

2.9 What other types of sanction can be imposed on 
individuals and legal entities besides monetary fines and 
penalties?

Errant individuals and principal officers of legal entities can be 
subject to a term of imprisonment for breach of AML regulations/
requirements.

1.10 Have banks or other regulated financial institutions 
or their directors, officers or employees been convicted 
of money laundering?

Yes, some regulated financial institutions, their directors, officers, 
and employees have been convicted of money laundering.

1.11 How are criminal actions resolved or settled if not 
through the judicial process? Are records of the fact and 
terms of such settlements public?

Plea bargains, settlement agreements, prosecutorial discretion 
and similar means are often employed in dealing with persons 
accused or suspected of money laundering, without resort to 
the judicial process.  The records of the fact and terms of such 
settlements are usually not made public.

1.12 Describe anti-money laundering enforcement 
priorities or areas of particular focus for enforcement.

Anti-money laundering (AML) enforcement priorities or areas 
of particular focus are: inherent and residual money laundering 
activities; terrorist financing; and fraud-related matters.

2 Anti-Money Laundering Regulatory/
Administrative Requirements and 
Enforcement

2.1 What are the legal or administrative authorities 
for imposing anti-money laundering requirements on 
financial institutions and other businesses? Please 
provide the details of such anti-money laundering 
requirements.

The EFCC, CBN and the Special Control Unit against Money 
Laundering are the main agencies responsible for imposing 
AML requirements, which include the following:
1. Designation of an AML chief compliance officer at 

management level.
2. Identifying AML regulations and offences.
3. Nature of money laundering.
4. Money laundering ‘red flags’ and suspicious transactions.
5. Reporting requirements.
6. Customer due diligence.
7. Risk-based approach to AML.
8. Record-keeping and retention policy.
9. Monitoring of employees’ accounts.

2.2 Are there any anti-money laundering requirements 
imposed by self-regulatory organisations or professional 
associations?

The AML requirements imposed on regulated entities are also 
applicable to self-regulatory and some professional associations.

2.3 Are self-regulatory organisations or professional 
associations responsible for anti-money laundering 
compliance and enforcement against their members?

The self-regulatory organisations or professional associations are 
not responsible for AML compliance and enforcement against 
their members, as this is regulated at national level. 
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6. Foreign branches and subsidiaries transactions.
7. Wire transfers.

To initiate a new client or business partner relationship, the 
following steps must be followed:
■	 the	 financial	 institution	 shall	 identify	 its	 customers	 and	

verify their identities using reliable, independently sourced 
documents or information;

■	 where	the	client	is	a	legal	person	or	a	legal	arrangement,	the	
financial institution shall identify any person purporting 
to have been authorised to act on behalf of that customer 
by obtaining evidence of the customer’s identity and veri-
fying the identity of the authorised person;

■	 identifying	and	verifying	the	legal	status	of	the	legal	person	
or legal arrangement by obtaining proof of incorporation 
from the Companies Registry or similar evidence of estab-
lishment or existence;

■	 identifying	and	taking	reasonable	steps	to	verify	the	iden-
tity of a beneficial owner; and

■	 taking	 reasonable	 measures	 to	 understand	 the	 rele-
vant information or data obtained from a reliable source 
regarding the identity of the beneficial owner.

3.2 Describe the types of payments or money 
transmission activities that are subject to anti-money 
laundering requirements, including any exceptions.

Since any criminal activity would constitute a predicate offence 
under AML regulations, any money payment or money transmis-
sion activities relating to and in furtherance of tax evasion, theft, 
fraud, bribery, terrorist financing, sale or transfer of high-value 
items purchased with laundered funds, sale or transfer of real 
estate purchased with laundered funds and legitimate purchases 
of securities and other financial instruments in the launderer’s 
name or the launderer’s legitimate business entity’s name, etc., 
would be subject to AML requirements.  As such, there is unlikely 
to be any exception where crime or illegal activity is involved.

3.3 To what extent have anti-money laundering 
requirements been applied to the cryptocurrency 
industry? Describe the types of cryptocurrency-related 
businesses and activities that are subject to those 
requirements.

The CBN Circular dated 12 January 2017 banned banks and 
other financial institutions from using, holding and/or trading 
in cryptocurrency.  As such, AML requirements are currently 
not being applied to the cryptocurrency industry.

3.4 To what extent do anti-money laundering 
requirements apply to non-fungible tokens (“NFTs”)?

The CBN in its Circular dated 12 January 2017 stated that virtual 
currencies are not legal tender in Nigeria, and any bank or finan-
cial institution that transacts with them does so at their own risk.  
In a similar move four years later, in a letter dated 5 February 
2021, the CBN also reminded financial institutions and banks 
not to hold cryptocurrency or facilitate payments with them, 
and further instructed them to identify persons transacting in 
crypto or operating crypto exchanges and immediately close 
their bank accounts.

Although section 25 of the Cybercrime (Prohibition, Preven-
tion etc) Act 2015 contains language which might include NFTs, 
AML requirements do not typically extend to NFTs in light of the 
CBN directives.

2.10 Are the penalties only administrative/civil? Are 
violations of anti-money laundering obligations also 
subject to criminal sanctions?

The penalties are not only administrative/civil, as violations of 
AML obligations are also subject to criminal sanctions.

2.11 What is the process for assessment and collection 
of sanctions and appeal of administrative decisions? 
a) Are all resolutions of penalty actions by competent 
authorities public? b) Have financial institutions 
challenged penalty assessments in judicial or 
administrative proceedings?

The process for assessment and collection of sanctions is as 
follows:
1. The examination of a financial institution and observance 

of contraventions by CBN examiners.
2. The recommendation of relevant agencies.
3. In determining the sanctions to apply, the circumstances 

of the case shall be taken into account, including the 
nature and seriousness of the contravention, conduct of 
the regulated financial institution or person concerned in 
its management after the contravention, previous record 
of the financial institution or person concerned and other 
general considerations.
a. All resolutions of penalty actions by competent author-

ities are usually public, as the Financial Action Task 
Force (FATF) Recommendations require disclosure.

b. Financial institutions have rarely challenged penalty 
assessments in judicial or administrative proceedings 
as the current sanctions regime was imposed pursuant 
to Recommendation 35 of the FATF, which advised 
that the administrative sanctions regime should be 
proportionate and dissuasive; a similar recommenda-
tion was issued by the regional Inter-Governmental 
Action Group against Money Laundering in West 
Africa (GIABA).

3 Anti-Money Laundering Requirements 
for Financial Institutions and Other 
Designated Businesses 

3.1 What financial institutions and non-financial 
businesses and professions are subject to anti-money 
laundering requirements? Describe any differences in 
the anti-money laundering requirements that each of 
them are subject to.

These include financial institutions, advisory firms, jewellers, 
chartered accountants, legal practitioners, hotels, casinos, super-
markets, tax consultants, car dealers, dealers in luxury goods, 
bureaux de change, insurance institutions, money brokerage 
firms, investment management firms, project consultancy 
firms, and pension fund management firms.

The professional activities subject to such requirements and 
the obligations of the financial institutions and other businesses 
are as follows:
1. Client account opening by stockbrokers, fund managers, 

solicitors, accountants, estate agents and other intermediaries.
2. Dealings with politically exposed persons (PEPs).
3. Cross-border and correspondent banking.
4. New technologies and non-face-to-face transactions.
5. Money or value transfer services.
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However, in relation to combatting the financing of terrorism, 
the CBN legislation provides for requisite due diligence to be 
carried out by the covered institutions for cross-border and corre-
spondent banking relationships.

3.9 Describe the customer identification and due 
diligence requirements for financial institutions and 
other businesses subject to the anti-money laundering 
requirements. Are there any special or enhanced due 
diligence requirements for certain types of customers?

To initiate a new client or business partner relationship, the 
following steps must be followed:
■	 the	 financial	 institution	 shall	 identify	 its	 customers	

and verify the customers’ identities using reliable, inde-
pendently sourced documents or information;

■	 where	the	client	is	a	legal	person	or	a	legal	arrangement,	the	
financial institution shall identify any person purporting 
to have been authorised to act on behalf of that customer 
by obtaining evidence of the customer’s identity and veri-
fying the identity of the authorised person;

■	 identifying	and	verifying	the	legal	status	of	the	legal	person	
or legal arrangement by obtaining proof of incorporation 
from the Companies Registry or similar evidence of estab-
lishment or existence;

■	 identifying	and	taking	reasonable	steps	to	verify	the	iden-
tity of a beneficial owner; and

■	 taking	 reasonable	 measures	 to	 understand	 the	 rele-
vant information or data obtained from a reliable source 
regarding the identity of the beneficial owner.

Yes, there are special or enhanced due diligence requirements 
for PEPs.  Financial institutions are mandated to obtain senior 
management approval before they establish or continue rela-
tionships with PEPs, and they are required to render monthly 
returns on all transactions to the relevant regulatory authorities.

Financial institutions are also required to take reason-
able measures to establish the source of wealth and funds of 
customers and beneficial owners of PEPs.

Financial institutions in business relationships with PEPs 
shall conduct enhanced and ongoing monitoring of such rela-
tionships, and report any abnormal transactions as suspicious 
transactions.

3.10 Are financial institution accounts for foreign shell 
banks (banks with no physical presence in the countries 
where they are licensed and no effective supervision) 
prohibited? Which types of financial institutions are 
subject to the prohibition?

Yes, the Money Laundering Act prohibits the operation of shell 
bank accounts in Nigeria, and financial institutions are prohib-
ited from dealing with foreign banks or correspondent banks 
that allow their accounts to be used by shell banks.

Financial institutions subject to the prohibition include both 
natural and legal entities involved in the provision of financial 
services in their various forms.

3.11 What is the criteria for reporting suspicious 
activity?

The criteria for reporting suspicious activity to the NFIU is any 
single lodgment or transfer of funds in excess of 5,000,0000 
Naira and 10,000,000 Naira or their equivalent made by an indi-
vidual or corporate body, respectively.

3.5 Are certain financial institutions or designated 
businesses required to maintain compliance programmes? 
What are the required elements of the programmes?

Yes, the Money Laundering Act requires certain financial 
institutions or designated businesses to maintain compliance 
programmes.

The AML requirements include the following:
■	 Designation	 of	 an	 AML	 chief	 compliance	 officer	 at	

management level.
■	 Identifying	AML	regulations	and	offences.
■	 Identifying	the	nature	of	money	laundering.
■	 Reporting	 money	 laundering	 ‘red	 flags’	 and	 suspicious	

transactions.
■	 Meeting	reporting	requirements.
■	 Carrying	out	customer	due	diligence.
■	 Adopting	a	risk-based	approach	to	AML.
■	 Record-keeping	and	adhering	to	retention	policy.
■	 Monitoring	of	employees’	accounts.

3.6 What are the requirements for recordkeeping 
or reporting large currency transactions? When must 
reports be filed and at what thresholds?

Covered institutions are required to maintain records including 
identification data, business correspondence and account files of 
all transactions, both domestic and international, for at least five 
years after completion of the transaction or such longer period 
as may be required by the regulatory authorities.

Financial institutions and designated non-financial institu-
tions must report transactions in excess of 5 million Naira for 
individuals or 10 million Naira for legal persons to the EFCC 
within seven days of such transaction taking place. 

3.7 Are there any requirements to report routinely 
transactions other than large cash transactions? If 
so, please describe the types of transactions, where 
reports should be filed and at what thresholds, and any 
exceptions.

Yes.  For example, where a transaction’s frequency is unjusti-
fiable or unreasonable, appears to have no economic justifica-
tion or lawful objective or is simply inconsistent with the known 
transaction relationship, the covered institutions or persons are 
required to:
■	 draw	 up	 a	 written	 report	 containing	 the	 identity	 of	 the	

principal and beneficiary or beneficiaries, within 24 hours 
of the transaction;

■	 take	 appropriate	 action	 to	 prevent	 the	 laundering	of	 the	
proceeds of criminal conduct, within 24 hours of the 
transaction;

■	 send	a	copy	of	the	report	and	action	taken	to	the	NFIU,	
within 24 hours of the transaction;

■	 keep	the	record	of	a	customer’s	identification	for	a	period	
of at least five years following the closure of the account or 
the severance of relations with the customer; and

■	 keep	the	record	and	other	related	information	of	a	trans-
action carried out by a customer for a period of five years 
after carrying out the transaction.

3.8 Are there cross-border transactions reporting 
requirements? Who is subject to the requirements and 
what must be reported under what circumstances?

No, there are no cross-border transaction reporting requirements.  
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3.16 Are there specific anti-money laundering 
requirements applied to non-financial institution 
businesses, e.g., currency reporting?

Yes, there is.  There are specific AML requirements which apply 
to non-financial institutions, including the following: advisory 
firms; jewellers; chartered accountants; legal practitioners; hotels; 
casinos; supermarkets; tax consultants; car dealers; dealers in 
luxury goods; bureaux de change; insurance institutions; money 
brokerage firms; investment management firms; project consul-
tancy firms; and pension fund management firms.

3.17 Are there anti-money laundering requirements 
applicable to certain business sectors, such as persons 
engaged in international trade or persons in certain 
geographic areas such as free trade zones?

Yes, the CBN Guidelines stipulate that banks within free trade 
zones (FTZs) are required to ensure strict adherence to the provi-
sions of the Money Laundering Act, Terrorism (Prevention) Act, 
2011 (as amended) and the CBN AML/CFT Regulations for 
Banks and Other Financial Institutions in Nigeria, 2013.

Persons engaged in international trade are also subject to 
AML requirements.

3.18 Are there government initiatives or discussions 
underway regarding how to modernise the current anti-
money laundering regime in the interest of making 
it more risk-based and effective, including by taking 
advantage of new technology, and lessening the 
compliance burden on financial institutions and other 
businesses subject to anti-money laundering controls?

Yes, there are.  The CBN is driving this process, along with 
other government regulatory bodies.

3.19 Describe to what extent entities subject to anti-
money laundering requirements outsource anti-money 
laundering compliance efforts to third parties, including 
any limitations on the ability to do so.  To what extent 
and under what circumstances can those entities rely on 
or shift responsibility for their own compliance with anti-
money laundering requirements to third parties?

The AML requirements stipulate the personal liability and 
responsibility of the subject or concerned entities to ensure 
compliance, and as such it is not the expectation or contempla-
tion that subject entities or individuals would outsource compli-
ance to third parties.  In any event, if subject entities elect to 
outsource compliance to third parties, it nevertheless will not 
shift the responsibility for compliance to such third parties, as 
these are not within the purview of the requirements.

4 General

4.1 If not outlined above, what additional anti-
money laundering measures are proposed or under 
consideration?

There are several pieces of legislation on money laundering, 
which are reviewed on a regular basis to ensure that the regula-
tion and enforcement of AML activities in Nigeria are kept up 
to date with global trends.

3.12 What mechanisms exist or are under discussion 
to facilitate information sharing 1) between and 
among financial institutions and businesses subject 
to anti-money laundering controls, and/or 2) between 
government authorities and financial institutions and 
businesses subject to anti-money laundering controls 
(public-private information exchange) to assist with 
identifying and reporting suspicious activity?

There is no legal requirement for financial institutions and busi-
nesses subject to AML controls to share information with one 
another.  However, there are ongoing discussions to ensure that 
specific mechanisms are agreed upon which would not violate 
privacy or confidentiality obligations.

There is a legal requirement for sharing of information 
between government authorities and financial institutions and 
businesses subject to AML controls to assist with identifying 
and reporting suspicious activity.

3.13 Is adequate, current, and accurate information 
about the beneficial ownership and control of legal 
entities maintained and available to government 
authorities? Who is responsible for maintaining the 
information? Is the information available to assist 
financial institutions with their anti-money laundering 
customer due diligence responsibilities as well as to 
government authorities?

Yes, the recently enacted Companies and Allied Matters Act 2020 
(CAMA 2020) requires the Companies Registry or Corporate 
Affairs Commission (CAC) to maintain accurate information on 
the beneficial ownership and control of legal entities.

This information is maintained by the CAC and is available 
both to financial institutions to assist with their AML due dili-
gence responsibilities, and to government authorities.

3.14 Is it a requirement that accurate information about 
originators and beneficiaries be included in payment 
orders for a funds transfer? Should such information 
also be included in payment instructions to other 
financial institutions? Describe any other payment 
transparency requirements for funds transfers, including 
any differences depending on role and domestic versus 
cross-border transactions.

Yes, it is a mandatory requirement that accurate information on 
originators and beneficiaries be included in payment orders for 
a funds transfer, and that such information also be included in 
payment instructions to other financial institutions.

Another key payment transparency requirement is inclusion 
of the purpose of the funds transfer; this is applicable to both 
local and cross-border transactions.

3.15 Is ownership of legal entities in the form of bearer 
shares permitted?

No, it is not.  Section 175 of CAMA 2020 expressly prohibits 
bearer shares.  It provides that no company has the power to 
issue bearer shares, which are defined as shares represented by a 
certificate, warrant or other document (in any form or by what-
ever name called) that states or otherwise indicates that the 
bearer of the certificate is the owner of the shares.
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4.4 Please provide information on how to obtain 
relevant anti-money laundering laws, regulations, 
administrative decrees and guidance from the Internet. 
Are the materials publicly available in English?

The key Nigerian AML legislation and regulations are as follows:
■	 Money	Laundering	Act.
■	 Terrorism	Prevention	Act,	2012	(as	amended).
■	 Terrorism	Prevention	(Freezing	of	International	Terrorist	

Funds and other Related Matters) Regulations, 2013.
■	 Economic	 and	 Financial	 Crime	 Commission	 (Establish-

ment) Act 2004.
■	 Banks	 and	 Other	 Financial	 Institutions	 Act	 (BOFIA)	

1991.
■	 CBN	AML/CFT	Regulations,	2013.
■	 CBN	Act,	2017.
■	 CBN	AML/CFT	Risk-Based	Supervision	Framework,	2011.
■	 CBN	Circulars	and	other	communications	by	regulators.
■	 National	Drug	Law	Enforcement	Act	(1990).
■	 Other	international	instruments	(such	as	FATF	Recomm-

endations, United Nations Security Council Resolutions).
All the above pieces of legislation and regulations are avail-

able on the internet in English, and are accessible by typing any 
title.

4.2 Are there any significant ways in which the anti-
money laundering regime of your country fails to meet 
the recommendations of the Financial Action Task Force 
(“FATF”)? What are the impediments to compliance?

The AML regime of Nigeria has been deliberately framed in line 
with the Recommendations and expectations of the FATF.  The 
various guidelines, clarifying regulations and legislation also 
reference the FATF Recommendations.

4.3 Has your country’s anti-money laundering regime 
been subject to evaluation by an outside organisation, 
such as the FATF, regional FATFs, Council of Europe 
(Moneyval) or IMF? If so, when was the last review?

Yes, it has.  Nigeria has undertaken FATF evaluations in the 
past.  However, such evaluations are now conducted by GIABA, 
an institution of the Economic Community of West African 
States (ECOWAS) responsible for facilitating the adoption and 
implementation of AML and counter-financing of terrorism 
(CFT) regulation in West Africa.

GIABA is also an FATF-Style Regional Body working with 
its Member States to ensure compliance with international AML 
and CFT standards.

GIABA’s Seventh Follow-Up Mutual Evaluation Report for 
Nigeria was issued in May 2015.  Another FATF evaluation 
was conducted in September 2019.  The last Mutual Evaluation 
Report for Nigeria was issued in 2021, and Nigeria was deemed 
Compliant with seven and Largely Compliant with 14 of the 
FATF 40 Recommendations.
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